CSDE Performance Office

DIRECTORY MANAGER
The Directory Manager (DM) is located in the Portal Applications website. DM is the official listing of all districts, schools and other educational facilities. DM is also used to manage users and their roles for all Portal Applications. Accuracy is critical as these data are used by all other CSDE data collection systems. For this reason, the CSDE requires districts to verify their information annually. These verifications are in two separate areas:
Management of Organizations 

The LEA Directory Certifier manages changes to the district’s schools and programs, operating status, name, grades offered, open/close dates and all other required attributes. Changes are pending until approved by an SDE staff member. School and program information is verified annually in DM by each districts LEA Directory Certifier.

Management of Users and Roles for Portal Applications 

The LEA Security Manager manages users and their roles for Portal Applications. When a person is no longer employed by your school district, best practice is to immediately inactivate the person’s account to prevent any confidentiality or security issues. At least once a year, districts should review all of their users and their associated roles to make ensure that the role assignments are appropriate and meet their district needs.

	Role Name
	Required
	Permissions
	# of Users Allowed

	LEA Security Manager*
	Y
	· View, Search and Edit User information
· Runs User Reports to maintain current and active users. 
	· At least 1 per district

	*This role should be chosen carefully as this user has the responsibility of creating users, assigning important roles for ALL applications in the portal and ensuring to keep the user list updated. This role can also assign roles to themselves as needed.

	LEA Directory Certifier**
	Y
	· Create, Search and Edit Organization information 

· Accepts changes requested by LEA Directory Writer 

· Runs Organization Reports

· Certifies ALL District Data in yearly Facility Collection
	· At least 1 per district

· Must be a certified administrator

	**Effective July 1, 2014, the CSDE requires that all final data submissions be reviewed and certified by certified administrators only.


Gaining Access to Portal Applications
The Certified Administrator who oversees the respective collection communicates with the LEA Security Manager the users and their respective roles for Portal Applications. If an individual already has a portal account in DM, he/she will use their existing username/password. If an individual is new to DM, the new user will receive one email with a unique username and a second email with a temporary password and a link to the portal. 

Important: It is critical that usernames and passwords NOT be shared, as each is unique to the assigned individual. The CSDE reserves the right to inactivate accounts and/or remove roles if it believes the account has been used by anyone other than the assigned account holder. 
How to Login to Portal Applications
Use this link to access the Portal Applications website https://csde.ct.gov/.

DM Help Site
The Reference Guide, LEA Security Manager Contact List, Directory Certifier Contact List, FAQs and additional information are available on the DM website at https://portal.ct.gov/SDE/Performance/Data-Collection-Help-Sites/Directory-Manager-Help-Site.

Contact Information
Laura Guerrera laura.guerrera@ct.gov (860) 713-6898 or Raymond Martin raymond.martin@ct.gov 860-713-6876.
LEGACY VS. PORTAL APPLICATIONS

Connecticut State Department of Education (CSDE) data collection applications are available through two secure websites: (i) Legacy; and (ii) Portal. The legacy application website houses many of the CSDE’s older data collection applications and allows only one set of website logon credentials per district. The Portal website uses individualized security (each user has their own set of credentials) and houses the CSDE’s newer applications. The CSDE is in the process of moving all data collections into the Portal website. If you are uncertain if an application is a Legacy or a Portal application, please refer to Data Collection Applications on the Performance Office website. Each data collection notes whether it is a [image: image1.png]LEGACY




 or [image: image2.png]PORTAL




 application and the collection name links to the help site.

Legacy Applications 
There is one username and password needed to access the secure legacy application website. This username and password are unique to the district. When a user enters the username and password at the legacy application website, the user will be given access to the menu of legacy applications. When a user selects an application, the user may be prompted to submit additional credential information. Depending on the application, this additional information may take the form of an additional username, password or security code. The second set of credential information is an additional security measure and should only be shared with district staff assigned to the application. If you need assistance with the secondary credentials for an application, please contact the application contact staff. 

How to Login to Legacy Applications
Use this link to access the Legacy Applications website https://www.csde.state.ct.us/.
Important: Once you click the “Enter” button, preface your user name with “sdectw\”to specify the sdectw domain. In some windows versions you will see the name of the domain change in the login window. Otherwise, you may need to select “Use another account” to be able to enter the “sdectw\”.
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Portal Applications 

The Portal Applications are managed through Directory Manager (DM). Each user is assigned a username and password. When a user logs into Portal Applications, they will only have access to the applications they have roles for.
How to Login to Portal Applications
Use this link to access the Portal Applications website https://csde.ct.gov/.

For additional information about DM refer to the back of this sheet.
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