
Setting up Two-Step Verification



The data you see in this tutorial is completely fictitious. It was 
made for instructional purposes only. Any resemblance to a 

real person or business is completely coincidental.



You have the option to set up two-step verification for myconneCT. Two-step verification is a 
security measure that requires you to provide both your password and a unique verification 
code each time you log in to the portal. Based on how you set up two-step verification, this 
code can be sent to your phone number, email address, or an authentication application.



Enter your username and password. Click Log In. 



If you're logging in to myconneCT for the first time, you will be presented with the option to immediately 
set up two-step verification. Select the two-step verification type you wish to use, then click Confirm.



If you have selected the Text Message option, enter your phone number and service carrier. Click Save.



If you have selected the Email option, enter your email address. Click Save.



If you have selected the Authentication App option, open the authentication application on 
your cell phone. Scan the QR code. Follow the instructions provided by the authentication 

application. Click Save.

Note: The authentication application must be downloaded to your cell phone before this step 
can be completed.



Enter the security code sent to your cell phone, email address or authentication application. Click Confirm.



To change the two-step verification method, click Manage My Profile.



From the Security panel, locate the Two-Step Verification section. Click Change Two-Step Verification Settings to 
select a different verification method. If you wish to disable two-step verification, you can do so from here. 



Click here for more tutorials!

https://portal.ct.gov/DRS/myconneCT/Tutorials

